
U.S. DEPARTMENT OF TRANSPORTATION 
FEDERAL AVIATION ADMINISTRATION 1600.71 

SLTBJ: CIVIL AVIATION SECURITY SPECIAL AGEKT CREDEKTIALS AND SHIELD 

1. PURPOSE. This order establishes standards and procedures for the issuance, 
procurement, control, and recovery of Civil Aviation Security Special Agent Credentials and 
Shield. 

2. DISTRIBUTION. This order is distributed to staff level in the Office of the Associate 
Administrator for Civil Aviation Security (CAS); division level in the Office of CAS Policy and 
Planning, Office of CAS Intelligence, and Office of CAS Operations; and to the regional CAS 
Divisions; CAS Divisions at the Mike Monroney Aeronautical Center; Manager, CAS Staff at the 
William J. Hughes Technical Center; and standard distribution to all CAS Field Offices. 

3. BACKGROUND. In previous orders, the standards and procedures for Issuance of FAA 
Civil Aviation Security (CAS) credentials and shield were incorporated into chapter 4 of the 
identification ~ e d i a  directive Order 1600.25D, FAA ldentification Media, Passports, and Vehicle 
ldentification Media. This order establishes a separate directive dedicated to the subject of 
issuance of CAS credentials and shield within the Office of the Associate Administrator for Civil 
Aviation Security. This change is consistent with the manner in which other offices and 
services handle the issuance of credentials and shields and is consistent with the agency policy 
that is contained in Order 1600.25D. Therefore chapter 4 will be removed. 

4. DELEGATION OF AUTHORITY. FAA Order 1600.25D delegates the authority for 
approval of CAS credentials and shields to the Associate Administrator for Civil Aviation 
Security, ACS-1. 

5. REQUESTS FOR INFORMATION. Requests for information concerning this order should 
be addressed to Director, Office of CAS Policy and Planning, ACP-1, Attention: ACP-300, 
Washington, DC 20591. Requests for information concerning specific procedures, forms, 
reporting requirements, and control should be addressed to Director, CAS Operations, ACO-1, 
Attention: ACO-400, Washington, DC 20591. 

6. FORMS. 

a. A~plication Form. DOT F 1681, Identification Card and Credential Application, shall 
be used for application for the CAS Special Agent Credentials and Shield. DOT F 1681 is 
obtained from the applicant's servicing security element (region, center or Washington head- 
quarters, as appropriate). 
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b. Special Aaent Credential. FAA Forms 1 600-24 and 1 600-24-1 , Special Agent 
Credential, are stocked and controlled by ACO-400. Managers of regional and center Civil 
Aviation Security Divisions and Staffs may obtain a supply of FAA Forms 1600-24 and 
1600-24-1 by submitting a request in writing to ACO-1, Attention: ACO-400. 

7. OFFICE OF THE ASSOCIATE ADMINISTRATOR FOR CIVIL AVIATION SECURITY 
RESPONSIBILITIES. 

a. Associate Administrator for Civil Aviation Securitv, ACS, is the approval authority for 
all CAS credentials and shields. Any new types or revisions to currently issued credentials and 
shields will be jointly coordinated between ACO-400 and ACP-300 and approved by ACS-1. 

b. Director, Office of CAS Policv and Plannina, ACP-I, is responsible for approving 
applications for credentials and shields for personnel within the Office of CAS Policy and 
Planning. 

c. Manaaer, FAA Securitv Division, ACP-300, is responsible for establishing standards 
and procedures for the issuance and control of CAS Special Agent Credentials and Shields. 

d. Director. Office of CAS O~erations, ACO-1, is responsible for: 

(1) Approving applications for credentials and shields for personnel within the Office 
of CAS Operations. 

(2) Ensuring that procedures are in place for processing, controlling, and safeguard- 
ing sensitive forms, and materials supporting the credentials and shields program for all of 
ACS. 

e. Manaaer. FAA Internal Securitv Division, ACO-400, is responsible for: 

(1) Serving as a focal point within ACS for the design of new CAS credentials and 
shields and the revisions to current CAS credentials and shields. 

(2) Maintain record of all applications for CAS credentials and shields. 

(3) Assuring that procedures are in place for immediate return of credentials and 
shields when the individual to whom they have been issued no longer has a need for them. 

(4) Reissuing credentials and shields when justified 

(5) Taking appropriate action to initiate investigation when there is evidence of mis- 
use, loss, or theft of a credential and shield or both. 
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f. Director, Office of Civil Aviation Security Intelliaence, ACI-1, is responsible for 
approving applications for credentials and shields for personnel within the Office of CAS 
Intelligence . 

g. Manaaers, CAS Divisions and Staffs, are responsible for: 

(1) Approving or disapproving of all applications for CAS credentials and shields for 
personnel under their jurisdiction. 

(2) Ensuring that ACO-400 is provided a listing of all personnel within their jurisdic- 
tion who have been issued credentials and shields. 

(3) Ensuring that any organizational change or transfer affecting individuals issued 
credentials and shields are reported to ACO-400 and that the credential and shield are 
controlled in the manner prescribed by ACO-400 and Order 1600.25D. 

(4) Reporting lost or stolen credentials and shields to ACO-1 by the most expeditious 
means within 24-hours of the receipt of verbal notification of loss or theft. 

(5) Providing ACO-1 with a written report of loss or theft on the same day or first duty 
day (if weekend or holiday) after the occurrence of the loss or theft. 

h. Individual Aaent is responsible for: 

(1) Ensuring that the credential and shield is used only in the accomplishment of 
official business in support of the FAA mission. 

(2) Verbally advising his or her immediate supervisor by the most expeditious means 
within 24-hours of the loss or theft of a credential and shield or both. 

(3) Preparing a written report that contains full details of the loss or theft of a creden- 
tial or shield and submitting it to his or her immediate supervisor on the first duty day after the 
loss. 

(4) Affirming in writing to the headquarters director, or security division or staff 
manager, prior to issuance of the credential and shield that he or she has read and understood 
this order. 

8. ELIGIBILITY CRITERIA. 

a. General. ACS-1 shall have the final approval authority for issuance of all credentials 
and shields. Applications for individual credential and shield within ACS shall be based on the 
operational requirement by an ACS office director, a regional CAS Division, or staff manager 
that the use of a credential and shield is clearly consistent with the mission need requirements 
of ACS. 
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b. Training. The need of an individual to possess a credential and shield shall be based 
on operational requirements. Employees must have successfully completed the formalized 
training as approved for issuance of credentials by ACS-1. 

c. Reauestina Official. The requesting official shall be the manager of the security 
element to which the individual is assigned. The manager signs DOT F 1681, in the 
Authorizing Official block to certify that the applicant has an operational need for a credential 
and shield. 

9. USE OF THE SPECIAL AGENT SHIELD AND CREDENTIAL. The credential and shield 
will only be used in the conduct of official duties to show that the bearer is authorized in the 
name of the Administrator to conduct certain types of administrative, investigative, and opera- 
tional tasks that are required for the accomplishment of a specific mission. 

10. APPLICATION PROCEDURES. When requesting special agent credentials and shields, 
the following procedures apply: 

a. Washinaton Headauarters. 

(1) Upon determination of operational need, a manager will have the employee fill out 
DOT Form 1681 and will submit it to the office director for approval (See Appendix 1, 
Identification CardICredential Application-Privacy Act). 

(2) Subsequent to approval of the application by the office director, the employee will 
be required to have two color photographs made (1-318 x I-inch). 

(3) The approved application (DOT F-1681) signed by the office director together 
with the two color photographs is submitted to ACO-400. The applicant's name is lightly 
penciled on the back of each photograph and the photographs are attached with a paper clip 
(not stapled) to the DOT Form 1681 for submission to ACO-400. 

(4) ACO-400 prepares FAA Form 1600-24-1, Credential Form, for signature by 
ACS-1 (See Appendix 2, FAA Form 1600-24 and 1600-24-1 ). 

(5) If the Credential Form is signed, ACO-400 laminates the credential, selects a 
shield and a credential case, and prepares a hand receipt to be signed by the employee (See 
Appendix 3, Credential Receipt Acknowledgement Statement). 

b. Reaions, Technical Center, and Aeronautical Center. 

(1 ) Upon determination of operational need by a CAS Division Manager or Staff 
Manager, the employee will be required to complete application form DOT F 1681 and to have 
two color photographs taken (1-318 x 1 -inch). 
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